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Executive Summary 

1. Introduction 

⦠ Web3 and Metaverse aim to replicate and surpass the complexity of the physical world; however as 

economic and social activities transition into these virtual worlds, traditional systems face inefficiencies. 

⦠ The infrastructure that supports the physical world is ill-equipped to handle the complexity of digital-

first cultures. Instead, digital instruments - AI, CBDCs, NFTS, DAOs and SSI - have emerged as key 

enablers of Web3 and metaverse economies. 

2. The Incompatibility of Physical-World Models in Web3 and Metaverse 

⦠ Key industries such as finance and identity verification highlight the shortcomings of real-world 

frameworks. These models, designed for physical economies with centralised governance, introduce 

friction when applied to decentralised, borderless virtual ecosystems. 

3.  Digital Identity as the Foundation of a True Virtual Economy 

⦠ Digital identity systems are more than authentication tools; they serve as digital passports that enable 

users to access financial services, vote in DAOs, and participate in governance mechanisms.  

⦠ In Web3 and the metaverse, where physical-world constraints do not apply, identity becomes the 

primary trust mechanism that enables users and AI-driven agents to interact confidently.  

4. AI Agents as Economic Actors in Web3 and the Metaverse 

⦠ In the metaverse, AI entities govern digital spaces, enforce community guidelines, and facilitate peer-

to-peer transactions. These developments position AI agents as independent economic actors, capable 

of influencing supply chains, asset prices, and consumer behaviour in the digital realm. 

⦠ The growing dominance of AI in digital economies also has profound implications for wealth distribution 

and labour markets. There is a risk of economic power becoming concentrated among individuals or 

institutions that own and control AI systems.  

5. Understanding Digital Assets in the Metaverse 

⦠ Digital assets can be divided into two main types: digital currencies and tokenised real-world assets 

(RWAs). Together, they form the economic infrastructure of Web3 and the metaverse by linking the 

physical and digital worlds. 

6. NFTs and Programmable Digital Assets: Unlocking Ownership in Web3 

⦠ The concept of ownership has undergone a fundamental transformation, shifting from tangible, 

physical assets to digital and programmable property rights enabled by blockchain technology. 

⦠ NFTs have redefined ownership in Web3 by establishing scarcity, enabling programmable digital rights, 

and integrating with AI-driven economies. 

7. Policy and Governance: Regulating a Digital-First Economy 

⦠ CBDCs are emerging as a pivotal regulatory tool for stabilising financial transactions in Web3. Unlike 

decentralised cryptocurrencies, CBDCs are government-backed, combining the reliability of traditional 

fiat money with the programmability of digital assets.  

⦠ However, increased state control over digital transactions could raise concerns about privacy and 

economic freedom. 

8. Conclusion: Moving Beyond the Physical to a Digital Economy 

⦠ As Web3 and the metaverse continue to evolve, its success will depend on our ability to integrate 

secure, scalable, and transparent frameworks that move beyond the constraints of the physical world. 
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1. Introduction: Web3 and the Metaverse 

In the last few years, technological developments have allowed the digital world as represented by the internet 

to evolve from Web 1.0 (read only) to Web 2.0 (read-write) to Web 3.0 (read-write-own), Figure 1. In the first 

iteration of the internet, users could only read what large corporations, able to afford to build their own website, 

would post on the web. In the second iteration, internet users could also write their own content, for example 

by producing their own blog posts or – later – participating in social media.  

In the latest iteration, the internet has become the place where to share and exchange (and own) value, either 

native digital, or made digital through a tokenisation process. The process of ownership and digital identification 

represent two sides of the same coin: assets exchanged needs to be uniquely and unequivocally identified, and 

the two parties exchanging value needs to be also digitally identified, even if the transaction remain anonymous.  

Figure 1: Evolution of the Web, from Web 1 to Web 3 

 

Source: Geocities Institute 

The metaverse represents a significant evolution of digital interaction, combining virtual reality (VR), augmented 

reality (AR), and decentralised networks to create immersive digital economies. Tracing its origins through the 

development of Web 1.0, Web 2.0, and Web 3.0, this shift marks a departure from centralised internet models 

towards user-owned digital environments, characterised by blockchain-based transactions and artificial 

intelligence (AI)-driven interactions (Nath, et al., 2014). The metaverse aims to replicate and even surpass the 

complexity of the physical world, integrating digital assets, decentralised finance (DeFi), and AI-powered 

automation to enable frictionless economic transactions (Figure 2). 

Given this background, since a significant part of human transaction will occur originally, or will be brought, into 

the cyberspace (Web3 or Metaverse), a significant process of digitalisation of assets, liabilities, and currencies is 

taking place. As economic and social activities transition into these virtual worlds, traditional systems face 

significant inefficiencies. The infrastructure supporting the physical world—fiat currency, centralised banking, 

and conventional authentication protocols—has shown to be ill-equipped to handle the complexity of such 

digital-first cultures. Instead, digital instruments—including AI, central bank digital currencies (CBDCs), non-

fungible tokens (NFTs), decentralised autonomous organisations (DAOs), and self-sovereign identity (SSI)—have 

emerged as key enablers of metaverse economies (Truong, et al., 2023).  

Therefore, this paper will explore why conventional financial and identity models fail in Web3 and the metaverse 

(“the metaverse” for brevity), how digital identity and AI transform transactions, and the governance 

frameworks necessary for sustainable digital-first economies. 

2. The Incompatibility of Physical-World Models in the Metaverse 

To understand the necessity of fully digital models in a virtual-first environment like the metaverse, it is crucial 

to examine the inefficiencies and structural limitations of existing physical-world systems. While various real-

world frameworks struggle to integrate seamlessly into digital environments, analysing key industries such as 

finance and identity verification highlights the core reasons behind their shortcomings. 

https://blog.geocities.institute/archives/7358
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Figure 2: Blockchain for Technical Aspects in the Metaverse

 

Source: Blockchain for the Metaverse: A Review (Thien et al.) on:  Science Direct 

These traditional models, designed for physical economies with centralised governance, introduce friction when 

applied to decentralised, borderless virtual ecosystems (Boukis, et al., 2024). Their reliance on intermediaries, 

regulatory constraints, and lack of interoperability make them unfit for the demands of metaverse economies, 

necessitating the adoption of fully digital alternatives (Islam, 2023). 

One of the most evident failures of physical-world models in Web3 and the metaverse is the reliance on fiat-

based payment systems. The global economy depends on centralised banking networks, credit card transactions, 

and government-issued currencies to facilitate trade (Brunnermeier, et al., 2019). These systems, while effective 

within national jurisdictions, struggle to function efficiently in a decentralised virtual space. Fiat transactions 

incur high processing fees due to intermediary involvement, making microtransactions—an essential 

component of metaverse commerce—costly and inefficient (Ante and Fiedler, 2024).  

Additionally, the reliance on banks and payment processors contradicts the decentralised nature of the 

metaverse, where users seek financial autonomy and seamless peer-to-peer interactions. Cross-border 

payments further exacerbate these inefficiencies, as transactions between different fiat currencies require 

foreign exchange processes, increasing both costs and settlement time (Cong, et al. 2020). Given that the 

metaverse is inherently global, a financial system constrained by national borders creates unnecessary barriers 

to trade and economic activity. 

These inefficiencies underscore the need for digital financial models that align with the principles of virtual 

economies. Decentralised currencies such as stablecoins and CBDCs offer viable alternatives by enabling instant, 

low-cost transactions without reliance on traditional banking intermediaries (Carstens, 2022). Unlike fiat, these 

digital assets can operate autonomously across metaverse platforms, ensuring seamless integration within 

virtual economies. Furthermore, smart contracts allow for programmable financial transactions, automating 

settlements without requiring trust in third-party institutions (Buterin, 2014).  

Stablecoins backed by real-world assets introduce economic stability, mitigating the volatility associated with 

purely speculative digital assets (Radziwill, 2018). By replacing traditional fiat systems with blockchain-based 

financial mechanisms, the metaverse can facilitate frictionless trade, eliminate unnecessary transaction costs, 

and promote economic inclusivity on a global scale. 

Another fundamental challenge in adapting physical-world models to the metaverse lies in identity verification 

and authentication. Traditional identity management systems rely on centralised databases, government-issued 

https://www.sciencedirect.com/science/article/pii/S0167739X23000493
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documents, and KYC (Know Your Customer) procedures to validate user identities (Hori, 2021). While these 

mechanisms serve the purpose of regulatory compliance in physical economies, they become inefficient and 

problematic in decentralised virtual environments.  

Users in the metaverse often interact across multiple platforms, each requiring separate authentication methods 

such as passwords, social media logins, or blockchain wallet addresses. This fragmented approach to identity 

verification creates disharmony, reducing interoperability and making digital interactions cumbersome (Seifert, 

2020). Additionally, centralised identity systems expose users to significant data privacy risks, as they require 

the storage of personal information in corporate or governmental databases, which are frequently targeted by 

cyber threats and data breaches (Schardong & Custódio, 2021). 

The limitations of traditional authentication models necessitate the adoption of decentralised identity 

frameworks, such as Self-Sovereign Identity (SSI). SSI enables users to maintain control over their digital 

identities, allowing for seamless authentication across platforms without reliance on central authorities 

(Hanisch, et al., 2023). By leveraging blockchain technology and zero-knowledge proofs, users can verify their 

credentials without exposing sensitive personal information, enhancing privacy while maintaining trust in virtual 

interactions (Truong, et al., 2023). This approach eliminates the need for repeated authentication across 

different platforms, simplifying digital interactions in the metaverse.  

Furthermore, decentralised identity models promote inclusivity by removing barriers that exclude individuals 

who lack access to government-issued documentation or traditional banking infrastructure (Cheng, 2023). The 

transition from centralised to self-sovereign identity management aligns with the metaverse’s principles of 

autonomy, security, and user empowerment, making it a foundational requirement for a scalable and efficient 

digital ecosystem. 

The shortcomings of physical-world frameworks in the metaverse are evident in both financial transactions and 

identity verification. Traditional monetary systems, reliant on fiat currency and intermediaries, introduce 

inefficiencies that hinder seamless economic interactions within virtual spaces. Similarly, centralised 

authentication mechanisms fail to provide scalable, privacy-preserving, and interoperable identity solutions 

required for decentralised digital environments.  

To fully realise the potential of the metaverse, financial and identity systems must evolve beyond outdated 

physical-world constraints (MITSloan Management Review, 2024). By embracing decentralised financial 

instruments such as stablecoins and CBDCs, and implementing self-sovereign identity solutions, the metaverse 

can overcome the limitations of traditional models (De Felice, et al., 2023). These digital-first frameworks foster 

efficiency, security, and economic inclusivity, ensuring a sustainable and scalable foundation for the future of 

virtual economies. 

3. Digital Identity as the Foundation of a True Virtual Economy 

Digital identity systems are fundamental to enabling seamless interactions across metaverse platforms. Unlike 

traditional physical-world identity models, SSI frameworks ensure privacy, security, and user ownership while 

allowing for programmable identity structures that automate economic activity (Hori, 2021). These identities 

are more than just authentication tools; they serve as digital passports that enable users to access financial 

services, vote in DAOs, and participate in governance mechanisms (Seifert, 2020). By eliminating the need for 

centralized intermediaries, SSI fosters a trustless environment where identity verification and transactions occur 

seamlessly across virtual ecosystems (Schardong & Custódio, 2021). The programmability of digital identities 

allows for conditional smart contracts, ensuring that users can engage in transactions, earn reputations, and 

build digital assets in a way that is transparent, efficient, and inherently scalable (Buterin, 2014). 

Beyond user authentication, AI-powered agents with digital identities are emerging as key actors in the 

metaverse economy. These AI-driven entities operate autonomously as financial advisors, virtual assistants, and 

market analysts, executing complex economic functions in DeFi and NFT trading (Cong, et al., 2020). For instance, 
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AI-driven financial advisors can dynamically manage DeFi portfolios, leveraging predictive analytics to optimise 

investment returns (MITSloan Management Review, 2024).  

Unlike traditional financial institutions that require human oversight, these AI agents streamline decision-

making, reducing inefficiencies and expanding financial access to global users (Hanisch, et al., 2023). By 

integrating AI with digital identity systems, metaverse economies can ensure that these autonomous agents 

interact transparently and are held accountable, reinforcing trust in digital financial ecosystems (Bolt et al., 

2017). 

However, the rise of autonomous AI decision-making introduces ethical and regulatory challenges that could 

destabilise virtual economies. AI-controlled digital assets and governance structures may lead to economic 

manipulation, biased decision-making, or systemic vulnerabilities, underscoring the need for accountability 

frameworks in AI-driven financial transactions (Carstens, 2022).  

Without proper safeguards, algorithmic biases could exacerbate financial exclusion, disproportionately affecting 

marginalised digital citizens (Lamarre, et al., 2023). Ensuring transparency and explainability in AI systems is 

critical to mitigating these risks. Smart contract auditing, algorithmic oversight, and decentralised dispute 

resolution mechanisms can help safeguard users against unfair practices while maintaining the integrity of 

metaverse financial systems (Hadi, et al., 2024). 

Ultimately, digital identity is the foundation of a true virtual economy, providing the necessary infrastructure for 

secure transactions, governance, and economic automation (Brunnermeier, et al., 2019). In the metaverse, 

where physical-world constraints do not apply, identity becomes the primary trust mechanism that enables 

users and AI-driven agents to interact confidently (Truong, et al., 2023). A robust digital identity framework 

ensures financial inclusivity, prevents fraud, and enables programmable economies, driving the evolution of 

decentralised digital societies (De Felice, et al., 2023).  

By embedding identity verification, reputation systems, and smart contract governance into the metaverse's 

financial architecture, digital identity transforms virtual interactions into a fully-fledged economic system, 

unlocking the next frontier of digital commerce (Pesce, 2021). 

4. AI Agents as Economic Actors in the Metaverse 

AI agents are transforming digital economies by autonomously negotiating, transacting, and executing economic 

tasks on behalf of users. This automation enhances efficiency in DeFi, customer service, and metaverse 

governance, enabling seamless interactions between human users and digital systems (Ante & Fiedler, 2024).  

In DeFi, AI-driven trading bots optimise investment strategies and execute trades with minimal latency, 

outperforming human decision-making in volatile markets (Cong, et al., 2020). Similarly, AI agents in customer 

service handle complex queries and personalise consumer interactions, increasing engagement and retention 

(Hadi, et al., 2024). In the metaverse, AI entities govern digital spaces, enforce community guidelines, and 

facilitate peer-to-peer transactions, accelerating economic activity within virtual environments (De Felice et al., 

2023). These developments position AI agents as independent economic actors, capable of influencing supply 

chains, asset prices, and consumer behaviour in the digital realm (Islam, 2023). 

Beyond automating existing economic processes, AI agents now delegate tasks to other AI systems, creating 

self-sustaining digital economies. This shift introduces the concept of machine-owned digital assets, where AI 

entities autonomously manage and trade virtual goods, cryptocurrencies, and even real estate in the metaverse 

(Truong, et al., 2023). For instance, an AI-driven investment DAO could manage a portfolio of virtual properties, 

reinvesting profits without direct human oversight (Brunnermeier, et al., 2019).  

As these AI economies evolve, fundamental legal and ethical questions emerge regarding accountability and 

ownership. If AI-driven enterprises autonomously acquire, trade, and distribute assets, who bears legal 

responsibility for their actions? The absence of a clear regulatory framework raises concerns about liability, 

governance, and the ethical implications of AI autonomy in economic decision-making (Hanisch et al., 2023). 
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The growing dominance of AI in digital economies also has profound implications for wealth distribution and 

labour markets. As AI-controlled assets accumulate wealth, there is a risk of economic power becoming 

increasingly concentrated among a small group of individuals or institutions that own and control these systems 

(Carstens, 2022). This could exacerbate existing inequalities, as traditional workers are displaced by AI-driven 

automation, further widening the wealth gap (Purdy, 2022).  

Additionally, legal complexities arise in holding AI accountable for financial transactions, fraud, or breaches of 

contract (Seifert, 2020). For instance, if an AI-powered trading algorithm manipulates virtual asset prices or 

executes a faulty trade, determining responsibility remains a challenge (Radziwill, 2018). Addressing these 

disparities requires proactive regulatory measures, including AI taxation models, decentralised governance 

frameworks, and digital wealth redistribution strategies, ensuring fair participation in AI-driven metaverse 

economies (Stackpole, 2022). 

AI agents are no longer passive tools but active economic participants shaping the metaverse. Their ability to 

own, trade, and govern digital assets autonomously redefines traditional economic roles, challenging 

conventional notions of entrepreneurship and labour (Yilmaz, et al., 2023). As AI-driven markets expand, 

policymakers and technologists must develop new regulatory and ethical frameworks that balance innovation 

with accountability (Boukis, et al., 2024). The emergence of self-governing AI economies represents both an 

opportunity and a challenge—one that requires a nuanced understanding of how AI interacts with digital 

markets, wealth distribution, and economic agency in the metaverse (Nath, et al., 2014). 

5. Understanding Digital Assets in the Metaverse 

Before delving into NFTs in the metaverse, it's important to understand digital assets more broadly, which can 

be divided into two main types: digital currencies and tokenised real-world assets (RWAs), Figure 3. Together, 

they form the economic infrastructure of the metaverse by linking the physical and digital worlds (De Felice et 

al., 2023). 

Digital Assets: Real-World-Assets and Digital Currencies 

 

Source: Constellation 

The process enabling this bridge is tokenisation - the conversion of physical or traditionally non-digital assets 

(e.g., real estate, equities, bonds) into blockchain-based representations (Figure 4). These tokens can then be 

traded, owned or programmed within decentralised digital environments (Cong, Li, & Wang, 2020). This process 

https://www.constellationr.com/blog-news/future-money-digital-assets-cloud-public-sector-cios
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introduces new levels of liquidity, accessibility and programmability to assets once limited by geography or 

regulation (Truong, Le, & Niyato, 2023). 

Digital assets fall into two categories: 

1. Digital currencies – including cryptocurrencies, stablecoins and central bank digital currencies (CBDCs). 

Unlike tokenised physical assets, digital currencies are native to digital ecosystems. They serve as the 

primary medium of exchange within the metaverse, facilitating transactions for goods, services and 

other digital assets (Carstens, 2022). Each type plays a unique role: cryptocurrencies provide 

decentralised financial autonomy, stablecoins offer price stability for daily use, and CBDCs combine 

digital utility with regulatory oversight (Brunnermeier et al., 2019). 

2. Tokenised RWAs – These are blockchain-based representations of traditional assets such as equities, 

real estate, commodities or bonds. Tokenisation enables fractional ownership, broadening 

participation and improving market liquidity (Brunnermeier, James, & Landau, 2019).  

Figure 4: The Process of Tokenisation of Assets 

 

Source: Chainlink 

This classification can be visualised as a spectrum: on one side, digital currencies enable economic exchange, 

while on the other, tokenised RWAs bring real-world value into digital ecosystems. Within the latter category 

sits a more specific type: non-fungible tokens (NFTs).  

NFTs are unique, indivisible tokens that can represent both digital-native items and tokenised real-world 

goods—such as digital art, virtual land, or collectibles. Their non-fungibility makes them ideal for asserting 

ownership, identity and scarcity in the metaverse (Ante & Fiedler, 2024). While they have captured public 

attention, NFTs are only a subset of the broader tokenisation framework. Core assets like equities, real estate 

and bonds still represent the bulk of economic value and are foundational to global financial systems (Islam, 

2023). 

A common question concerns how users pay for goods and services in the metaverse. This is where digital 

currencies come into play. Unlike fiat currencies, which face challenges in decentralised environments due to 

inefficiencies, high transaction costs and geographical barriers, digital currencies enable seamless, global 

transactions (Brunnermeier et al., 2019). As mentioned already, each type serves a purpose: cryptocurrencies 

support open finance, Stablecoins facilitate microtransactions, and CBDCs offer secure, state-backed digital 

payment options (Carstens, 2022). Collectively, these currencies underpin the exchange of all digital assets, 

including NFTs and RWAs (Buterin, 2014). 

Understanding this ecosystem of tokenisation and digital currencies is critical to grasping the significance of 

NFTs. Just as AI agents in the metaverse can act autonomously to transact, govern or invest, NFTs provide the 

https://chain.link/education/asset-tokenization
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structure for digital ownership, reputation and identity. The next section explores how NFTs build on this 

infrastructure, enabling programmable ownership and supporting the rise of fully developed digital economies. 

6. NFTs and Programmable Digital Assets: Unlocking Ownership in the Metaverse 

The concept of ownership has undergone a fundamental transformation, shifting from tangible, physical assets 

to digital and programmable property rights enabled by blockchain technology. Traditionally, ownership has 

been defined and enforced through legal frameworks governing the transfer and possession of physical goods 

(Brunnermeier, at al., 2019). However, the digital era, particularly within decentralised ecosystems such as the 

metaverse, has redefined ownership through NFTs.  

These blockchain-based assets serve as verifiable proof of ownership and authenticity, distinguishing them from 

traditional digital goods that can be copied and distributed freely (Ante & Fiedler, 2024). By leveraging 

blockchain’s immutable ledger, NFTs introduce scarcity and provenance to digital assets, thereby conferring 

intrinsic value (Islam, 2023). This technological shift challenges traditional legal constructs of property rights and 

raises new questions about enforceability, permanence, and governance in virtual environments (Carstens, 

2022). 

Beyond establishing digital ownership, NFTs introduce programmable ownership, wherein smart contracts 

automate and enforce rules without reliance on intermediaries (Buterin, 2014). This decentralisation enhances 

security and trust in transactions, particularly in metaverse economies, where digital real estate, virtual goods, 

and in-game items are becoming increasingly valuable (Hadi, et al., 2024). Unlike conventional contracts, which 

require legal intermediaries to uphold agreements, smart contracts self-execute based on predefined conditions 

embedded in code (Cong, et al., 2020).  

This enables functionalities such as automatic royalty payments to creators, fractional ownership of digital 

assets, and dynamic metadata updates (Seifert, 2020). These programmable attributes allow NFTs to evolve 

beyond static digital collectibles into functional, revenue-generating assets with long-term utility in 

decentralised digital ecosystems (Truong, et al., 2023). 

NFTs also serve a crucial role in digital identity and reputation systems within the metaverse. Traditionally, digital 

identities have been fragmented across platforms, requiring users to maintain separate credentials and 

authentication processes (Hori, 2021). NFTs offer an alternative by acting as digital passports, granting holders 

exclusive access to virtual spaces, communities, and governance mechanisms (Schardong & Custódio, 2021). 

Certain decentralised applications (DApps) and virtual worlds already mandate NFT ownership for participation 

in governance decisions or access to premium content (Hanisch et al., 2023). This approach not only enhances 

user autonomy but also fosters exclusive and tiered digital economies, where access is dictated by provable 

ownership rather than centralised authorisation (De Felice et al., 2023). 

Additionally, NFT-based reputation mechanisms are emerging as a means to establish trust and credibility in 

decentralised environments (Pesce, 2021). By tokenising achievements, skills, and contributions, NFTs provide 

a transparent way to verify user reputation, particularly in DeFi and play-to-earn gaming ecosystems (Sr, et al., 

2022). A user’s NFT-backed reputation could directly influence their access to financial incentives, community 

governance, and exclusive economic opportunities (Boukis, et al., 2024). As digital economies continue to 

evolve, these NFT-based identities may replace traditional authentication models, offering seamless, 

interoperable, and decentralised identity verification that moves away from reliance on centralised platforms 

(Cheng, 2023). 

The integration of AI with NFTs is further revolutionising digital asset management, giving rise to AI-generated 

and AI-owned assets (Purdy, 2022). AI agents can now create, trade, and manage NFTs, forming self-sustaining 

digital enterprises that operate autonomously in the metaverse (MITSloan Management Review, 2024). AI-

generated art, music, and virtual environments can be tokenised as NFTs, allowing creators—both human and 

machine—to monetise digital creativity without intermediaries (Radziwill, 2018). Moreover, AI-powered trading 

algorithms are being deployed to optimise NFT portfolios, utilising predictive analytics to identify high-value 
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assets and execute trades accordingly (Heath, 2019). This convergence of AI and NFTs introduces new economic 

models, where digital assets are not only owned but autonomously managed within smart contract ecosystems 

(Kremenova & Gajdos, 2019). 

However, AI-generated NFTs introduce complex legal and ethical dilemmas. If an AI system autonomously 

creates, sells or trades NFTs, questions arise regarding ownership, accountability and legal personhood 

(Brunnermeier, et al., 2019). Should AI entities be granted property rights, or does ownership default to the AI’s 

developer, operator or underlying platform? Additionally, regulatory frameworks remain unclear on how AI-

generated content interacts with intellectual property laws, particularly when AI creations are indistinguishable 

from human-generated work (Visconti, 2022).  

Furthermore, smart contracts governing AI-NFT interactions must ensure compliance with legal standards, all 

while maintaining the decentralised ethos of blockchain-based economies (Lamarre et al., 2023). Addressing 

these challenges requires a careful balance between technological innovation, regulatory oversight, and ethical 

considerations, ensuring that AI-driven NFTs contribute to the growth of digital economies without undermining 

accountability (Hemphill, 2019). 

In conclusion, NFTs have redefined ownership in the metaverse by establishing scarcity, enabling programmable 

digital rights, and integrating with AI-driven economies. As digital assets gain economic and social significance, 

the ability to automate, secure, and verify ownership through NFTs has profound implications for property 

rights, identity, and trust in decentralszed environments (Bolt et al., 2017). However, challenges related to legal 

frameworks, AI-generated ownership, and ethical governance must be addressed to fully realise the potential 

of programmable digital assets (Nath, et al., 2014). The ongoing evolution of NFTs in the metaverse underscores 

the broader transformation of ownership in the digital age—where property is no longer just owned but 

programmed, managed, and autonomously operated within blockchain-powered economies (Yilmaz, et al., 

2023). 

7. Policy and Governance: Regulating a Digital-First Economy 

As digital economies evolve, CBDCs are emerging as a pivotal regulatory tool for stabilising financial transactions 

in the metaverse. Unlike decentralised cryptocurrencies, CBDCs are government-backed, combining the 

reliability of traditional fiat money with the programmability of digital assets (Carstens, 2022). This hybrid nature 

enables CBDCs to address key inefficiencies in digital finance, such as reducing transaction costs, streamlining 

cross-border payments, and enhancing fraud prevention (Brunnermeier, et al., 2019).  

Additionally, CBDCs could promote financial inclusion by providing a stable, widely accepted medium of 

exchange within virtual economies, mitigating the volatility often associated with cryptocurrencies (Ante & 

Fiedler, 2024). However, the implementation of CBDCs in the metaverse necessitates a delicate balance between 

financial oversight and individual autonomy, as increased state control over digital transactions could raise 

concerns about privacy and economic freedom (Islam, 2023). 

A key innovation in metaverse financial governance is programmable money, powered by smart contracts. These 

self-executing contracts could automate compliance, taxation, and payments, reducing administrative burdens 

and improving efficiency (Buterin, 2014). For example, virtual businesses could integrate CBDC-based smart 

contracts to facilitate transparent revenue sharing and automated tax deductions (Cong, et al., 2020). While this 

automation enhances regulatory compliance, it also introduces challenges related to enforcement and 

oversight.  

Governments may seek to embed compliance mechanisms directly into CBDC transactions, ensuring that digital 

assets are used in accordance with legal frameworks (Carstens, 2022). However, such measures raise 

fundamental questions about financial surveillance and the potential for governments to freeze or restrict 

transactions, effectively exerting direct control over metaverse economies. Policymakers must therefore 

develop clear guidelines on transaction monitoring, data protection, and user rights to prevent abuses of power 

while maintaining financial stability (De Felice et al., 2023). 
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Beyond financial regulation, the governance of metaverse is shifting toward decentralised models, particularly 

through DAOs. Unlike traditional corporate governance structures, DAOs leverage blockchain-based voting 

mechanisms to enable token holders to participate directly in decision-making (Truong, et al., 2023). This model 

fosters transparency and democratisation, making it particularly suited for metaverse applications such as digital 

marketplaces, virtual cities, and online social organisations (Hanisch et al., 2023).  

A prime example is metaverse real estate management, where token-based governance allows participants to 

vote on land development policies and resource allocation, ensuring that virtual environments evolve in line 

with community preferences (Pesce, 2021). However, DAOs are not without challenges. Governance 

mechanisms must be designed to prevent token-based plutocracy, where wealthier participants exert 

disproportionate influence over decision-making (Seifert, 2020). 

An emerging ethical dilemma in DAO governance is the potential inclusion of AI entities as decision-making 

participants. AI agents, capable of processing vast amounts of data and making rapid decisions, could contribute 

to more efficient governance processes (Heath, 2019). However, granting AI the ability to vote or influence DAO 

decisions raises critical policy questions: Should AI entities have the same governance rights as human 

participants? If so, how should their influence be regulated? AI-driven decision-making could introduce biases, 

manipulate governance outcomes, or even prioritize machine-driven logic over human ethical considerations 

(Hadi, et al., 2024). Regulators must establish clear AI governance frameworks, ensuring that AI involvement in 

metaverse economies remains transparent, accountable, and aligned with human interests (Hanisch et al., 

2023). 

Ultimately, the transition to a digital-first economy demands innovative regulatory policies that balance 

technological advancements with governance safeguards. While CBDCs and smart contracts offer promising 

solutions for financial oversight, they must be implemented with strong data protection laws and financial 

autonomy safeguards (Brunnermeier et al., 2019). Likewise, DAOs provide a decentralised governance model, 

but they require robust frameworks to ensure equitable participation and ethical AI integration (Schardong & 

Custódio, 2021).  

As the metaverse expands, policymakers must proactively shape regulations that foster inclusive, transparent, 

and accountable digital economies while mitigating the risks of centralised control and algorithmic bias 

(MITSloan Management Review, 2024). 

8. Conclusion: Moving Beyond the Physical to a Digital-First Economy 

The rise of the metaverse signals a profound transformation, necessitating a departure from traditional 

economic, identity, and governance structures that were designed for the physical world. Conventional 

mechanisms—such as fiat currencies, centralised identity models, and hierarchical governance systems—

struggle to scale efficiently in decentralised and highly dynamic virtual ecosystems. The metaverse requires 

digital-first financial and governance frameworks that can support borderless transactions, secure identity 

verification, and adaptive rule enforcement. This transition challenges existing paradigms, demanding new 

solutions that prioritise decentralisation, automation, and interoperability. 

Key digital instruments will shape the future of metaverse economies, particularly AI, SSI, CBDCs, and NFTs. AI 

will enable real-time decision-making, automate transactions, and enhance personalised virtual experiences. 

However, unchecked AI dominance poses risks of economic manipulation and bias, necessitating governance 

frameworks that prevent monopolisation and enforce ethical standards. SSI frameworks offer a decentralised 

alternative to identity verification, reducing reliance on central authorities while ensuring security and privacy. 

CBDCs, if effectively integrated, can provide a stable and regulated financial foundation in the metaverse, 

addressing volatility concerns inherent in cryptocurrencies. NFTs, beyond their current role in digital asset 

ownership, could evolve into reputation and credibility systems, enabling trust and accountability in 

decentralised virtual spaces. 
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However, the integration of these technologies introduces complex challenges that must be addressed, as well 

as critical areas where future research must be directed to achieve a sustainable digital-first economy. AI-led 

transactions require regulatory clarity and ethical safeguards to prevent systemic exploitation. Privacy concerns 

will intensify as digital identities become more sophisticated, necessitating a delicate balance between user 

anonymity and regulatory oversight to prevent fraud and cybercrime.  

Governance in virtual environments must transition from traditional hierarchical models to transparent, 

algorithmic, and community-driven systems that can dynamically adapt to evolving digital landscapes. Finally, 

NFT-based reputation and credibility mechanisms could provide a decentralised alternative to traditional trust 

models, incentivising ethical behaviour and ensuring equitable participation in digital economies. 

As the metaverse continues to evolve, its success will depend on our ability to integrate secure, scalable, and 

transparent frameworks that move beyond the constraints of the physical world. By addressing these challenges 

proactively, we can create a metaverse that is not only economically viable but also fair, inclusive, and governed 

by principles of digital trust and autonomy. 
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